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Cyber Security Policy

This Bryen Langley cyber security policy outlines our guidelines and provisions for preserving

the security of our data technology infrastructure.

The more we rely on technology to collect, store and manage information, the more vulnerable we
become to severe security breaches. Human errors, hacker attacks and system malfunctions could

cause great financial damage and may jeopardise their reputation.

For this reason, we have implemented several security measures. We have also prepared instructions

that may help mitigate security risks. We have outlined provisions within this policy.

This policy applies to all employees, contractors, volunteers and anyone else who may have access to

our hardware, computer system, company laptops and mobile devices.

Bryen Langley shall endeavour to:

=  Keep emails safe.

= Protect personal and company devices.

= Keep confidential data secret and valuable.
= Manage passwords properly.

= Transfer data securely.

= Take any breaches of security seriously.

This policy shall be reviewed annually.

Alan Escudier

Director Date: January 2025
Revision Date Document Title Page
1.2 Jan 25 HASP 39 Cyber Security Policy lof1l




